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® Program analysis is a crucial technique to build trustworthy software, but traditional prograf%na (_ p- & :

incurs significant

to tune for (1)

,and (2

—

e ML4Code is promising, e.g., automated bug finding, program optimization, but shown not robust and not

due to lack of understanding of

for (int j=0;j<array.length-1-i;j++) {
if (array[jl>array[j+1]) {
int temp = array[j];
array[j] = array[]j+1];
array[Jj+1l] = temp;

Prediction: sort (98.54%)

Execution
Semantics

Program | @
---.IIIII]

for (int j=0;]3<
if ( [J1>
int temp =
[]J] =
R

.length-1-i;j++) {
[J+1]) |
[J];
[J+1];
temp;

Prediction:

DNNs
Unlabeled under

seed test
inputs

t2
ts

QGradients of Difference-

output & hidden — — inducing
Objective: maximize

inputs
heurons differences & neuron coverage
Joint optimization with t' =
gradient ascent ’

0

Domain-specific constraints

DNN|

DNN,

DNN,,

Opportunities:
® Learn grounded representation
e Enable new applications
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